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coming years as new developments, such as further extensions of smart grids and smart metering expose 

more infrastructure to the Internet. 

The lurking prospect of a SCADA disaster has already existed for a decade. At the beginning of 2003, a marine 

terminal in Venezuela was targeted by a sabotage attack (Wueest, 2014). During the strike, an attacking group 

managed to get access to the SCADA network of the oil tanker loading machinery and overwrote 

programmable logic controllers (PLCs) with an empty program module. This halted machinery, preventing oil 

tankers from loading for eight hours until the unaffected backup code was reinstalled on the PLCs. The attack 

was fortunately not too sophisticated, as it was easily spotted. Counterfactually, a small modification of the 

PLC code instead would probably have gone unnoticed for a long time, and caused substantial damage and 

business disruption. 

Liability risk is another emerging catastrophe insurance risk where counterfactual analysis of historical events 

can elucidate loss potential and improve risk quantification. Stochastic simulation of past liability loss events 

would help benchmark and refine the capability of early warning tools developed for catastrophe liability 

insurance. As an example of marginal parameter variation, delay in ordering product recalls early is a risk 

parameter that can amplify losses enormously. In 2014, GM finally ordered a recall of older compact cars 

over an ignition switch problem that was suspected as much as ten years earlier. From mechanical failures 

to health and environmental problems, counterfactual analysis of earlier incidents provides insurers with 

additional insights beyond the narrow bounds of actual loss experience. 
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